
National Science Day Workshop on Cyber Security

Date: 28th February 2025
Venue: Gallery (Vivekananda Bhavan), Raidighi College
Time: 11:30 AM - 1:00 PM
Organized by: IQAC, Raidighi College in collaboration with MUKTI
Participants: 31 Students, 12 Teachers

Introduction

Raidighi College successfully celebrated National Science Day on 28th February 2025 by 
hosting an insightful Workshop on Cyber Security. The event was an initiative of the Internal 
Quality  Assurance  Cell  (IQAC),  Raidighi  College,  in  collaboration  with  MUKTI.  The 
primary objective was to enhance awareness regarding digital security and equip participants 
with essential cybersecurity skills.

Presidency and Resource Persons

The workshop was presided over by Dr. Sasabindu Jana, Principal of Raidighi College. The 
session  was  led  by  experienced  cybersecurity  trainers—Saswati  Mukherjee,  Soumen 
Kayal, and Sumit Halder, who shared their expertise on various aspects of cyber threats and 
protective measures.

Key Topics Discussed

The workshop covered a range of critical cybersecurity concerns, including:

• Malware Threats: Understanding different  types of  malware and their  impact  on 
digital security.

• Role of Anti-Virus Software: Importance of using updated anti-virus solutions to 
prevent cyber threats.

• Online Fraud and Hacking Techniques: Methods employed by cybercriminals to 
exploit vulnerabilities.

• OTP  Manipulation  Risks: How  scammers  misuse  authentication  codes  for 
fraudulent transactions.

• Phishing Attacks: Risks associated with clicking unknown links and strategies to 
identify phishing attempts.

• Live  Demonstrations: Real-time  simulations  of  Tbombs  and  phishing  tactics  to 
showcase the severity of cyber threats.

Interactive Engagement and Q&A Session

The trainers  emphasized the  importance of  strong passwords  and adopting secure  online 
practices. Students were advised to implement multi-factor authentication and remain vigilant 
against cyber threats.



The  session  concluded  with  an  interactive  Q&A segment,  where  students  and  faculty 
members discussed their cybersecurity concerns and real-life experiences. Trainers provided 
practical solutions and guidance on enhancing digital safety.

Conclusion and Impact

The workshop proved to  be  highly  informative  and instrumental  in  raising cybersecurity 
awareness among participants. It  empowered students and faculty members with essential 
knowledge and skills to navigate the digital world securely. The event successfully met its 
objective of promoting responsible online behavior and ensuring a safer cyber environment 
for all attendees.

Recommendations

• Conduct  periodic  cybersecurity  awareness  sessions  to  keep  students  updated  on 
emerging threats.

• Introduce hands-on cybersecurity training modules for practical learning.

• Encourage  the  use  of  cybersecurity  tools  and  best  practices  among  students  and 
faculty.

The  National  Science  Day  Cyber  Security  Workshop  was  a  commendable  initiative  that 
significantly contributed to the college’s commitment to fostering a digitally secure learning 
environment.







Students’ Attendance in the Workshop



Teachers’ Attendance in the Workshop
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